DOD CLEARANCE/SENSITIVE COMPARTMENTED INFORMATION ACCESS RECIPROCITY STANDARDS

Security Clearances:  A security clearance eligibility determination issued by a DOD Central Adjudication Facility (CAF) will be promptly recognized and accepted by all other DOD Components for access at the same level without further administrative, investigative or adjudicative action provided: 

1.  The clearance eligibility is entered in the DCII and is a "final" vs. "interim" determination; 

2.  The investigative basis is current (some flexibility is required here due to the backlog of periodic reinvestigations (PR) in DOD); 

3.  There is no investigation subsequent to the issuance of the clearance; 

4.  There has been no break in service greater than 24 months; and 

5.  There is no indication the security clearance is based on a waiver or exception to the investigative or adjudicative standards. 

DOD CAFs may convert another CAFs DCII clearance entry to their own provided no delay is involved.  Clearance eligibility determinations issued by the Washington Headquarters Services (WHS) CAF will remain unchanged in the DCII so long as the individual is employed by a DOD Component under WHS CAF jurisdiction.

Sensitive Compartmented Information (SCI) :  An SCI access eligibility that is issued by an authorized DOD Senior official of the Intelligence Community (SOIC) or designated representative (CAF) shall provide the basis for any DOD component to grant immediate access at the requisite SCI level without any further administrative, investigative or adjudicative action provided: 


1.  The SCI access eligibility code is entered in the DCII and is a "final" vs. "interim" determination; 


2.  The investigative basis is current (some flexibility is required here due to the backlog of PRs in DOD);


3.  There is no investigation subsequent to the clearance; 


4.  There has been no break in service (or access) greater than 24 months; 












Enclosure 5


5.  There is no indication that the access eligibility was based on a waiver or exception to investigative or adjudicative standards; and 


6.  A polygraph is not required prior to granting access. 

Thus, any Special Security Officer (SSO) who determines via the DCII or other authoritative source, that an individual has been favorably adjudicated for SCI access in accordance with the aforementioned conditions, may immediately indoctrinate that person for access at the appropriate level.  The only administrative action necessary will be for the SSO to record the SCI indoctrination in the appropriate database or other

manual record and report the indoctrination to its parent SOIC/CAF, as appropriate. Under no circumstances should access be delayed for a routine administrative procedure other than the exceptions cited above.

Clearance/SCI Access Reciprocity with Non-DOD Agencies:  Consistent with the five provisos contained in the above paragraphs, security clearance and SCI access eligibility determinations issued by non‑DOD Federal agencies will be mutually and reciprocally accepted by all DOD Components without further review or adjudication, provided they can be located in a valid data base similar to the DCII or the Office of Personnel Management's Security Investigations Index (SII) or another authoritative source.  Once a valid and current clearance or SCI access eligibility is identified, it may then be converted to a DOD clearance or SCI access eligibility entry in the DCII by one of the eight DOD CAFs.

Reciprocity of Clearance/SCI Access Denials/Revocations:  Clearance and SCI access denials or revocations within DOD will also be mutually and reciprocally recognized.  This will apply for at least the 12 month period following the date of final denial or revocation of clearance or access during which time the individual is ineligible to reapply for reconsideration.  Following the 12 month period, the individual is eligible to apply for reconsideration provided he or she is in a position requiring access to classified information and the government or contractor employer has requested that the appropriate clearance action be taken.

Army Implementation:  Subject to the provisos contained in the above statements, security managers or Special Security Officers who confirm that an individual has a final security clearance or SCI access eligibility granted by a recognized adjudicative authority, will honor that security clearance or SCI access.  As required, the individual will be subsequently nominated to the US Army Central Personnel Security Clearance Facility (CCF) for conversion/validation of the existing security clearance or SCI access eligibility.
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