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19 Feb 99

MEMORANDUM FOR SEE DISTRIBUTION

SUBJECT:  Personnel Security

1.  On 1 January 1999, DOD implemented revised investigative standards and adjudicative guidelines for the personnel security program.  The revised standards and guidelines are at enclosures 1 and 2.  These documents replace Appendices B and I, respectively, of Change 3 to DOD 5200.2-R, which was implemented in Army via electronic message, HQDA, DAMI-POC, 291700Z February 1996, Subject: Personnel Security Update 96-2.  

2.  This correspondence provides guidance modified from the draft version previously forwarded to addressees via electronic mail.

3.   The National Agency Check, Local Agency Checks and Credit Check (NACLC) is the standard initial investigation and reinvestigation for a SECRET or CONFIDENTIAL security clearance.  The Defense Security Service (DSS) automatically implemented the NACLC for all investigative requests for a SECRET or CONFIDENTIAL security clearance opened after 1 January 1999.  Enclosure 4 provides implementation details.  The reinvestigation cycle is now 10 years for a SECRET security clearance and 15 years for a CONFIDENTIAL security clearance.  The current Army moratorium on reinvestigations for other than exempt categories, however, remains in effect.  The exempt categories are listed at Enclosure 3.  

4.  The National Agency Check with Written Inquiries and Credit Check (NACIC) or Access NACIC conducted by the Office of Personnel Management remains acceptable for award of a SECRET or CONFIDENTIAL security clearance.

5.   Request each addressee direct all subordinate or serviced commands and activities to utilize the Electronic Personnel Security Questionnaire (EPSQ) for all investigative requests submitted to DSS.  EPSQ provides efficiency to both the requesting organization and DSS.  Failure to use EPSQ will result in delayed case processing and increased costs.  Delayed processing impacts both the command and the individual.  Increased costs may be passed to the command or activity requesting the investigation.  It is in Army's best interest to maximize use of EPSQ.  EPSQ can be obtained through local DSS offices or via the DSS
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homepage (http://www.dis.gov).  MACOM DCSINTs or equivalent should bring any chronic issues that preclude use of EPSQ to the attention of the HQDA ODCSINT Counterintelligence and Human Intelligence staff (DAMI-CH).

6.  To assist commands in implementing the revised investigative standards, 

ODCSINT, DAMI-CH, will approve all requests for access to the Defense Clearance and Investigations Index (DCII) validated by MACOM DCSINTs, or equivalent, as required for daily administration of the installation or command personnel security program.  Submission of consolidated MACOM requests are preferred.  Additional guidance may be found in Chapter 12, Change 3 to DOD 5200.2-R.  Pending access to the DCII, the USA Central Personnel Security Clearance Facility (CCF) will continue to support commands through the Security Office Interface (SOI) automation module or the telephone terminal. 

7.  On occasion, a polygraph examination may be proposed as part of the personnel security investigation process to resolve otherwise conflicting or unverifiable information.  Submission to a polygraph examination is voluntary.  No Army individual may be compelled to take a polygraph examination against their will and declination of an examination may not be used as the basis for an adverse action.  With or without a polygraph examination, the inability to resolve otherwise conflicting or unverifiable information, however, may provide the basis for denial of a security clearance.

8.  Enclosure 5 prescribes DOD personnel security reciprocity standards.  Commands and activities should be directed to apply these standards, as applicable, to daily personnel security operations.

9.  The personnel security program affects every soldier and Army civilian to some degree.  It is imperative that all Army echelons receive the guidance contained herein.  Request distribution to all subordinate and serviced commands and activities.







/S/ Mark W. Ewing, SIES, ADCSINT
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Lieutenant General, GS







Deputy Chief of Staff 







     for Intelligence

DISTRIBUTION:

HQDA (DAAR-ZXS)

HQDA (DACS-DMP)

HQDA (DAPE-ZXM)

HQDA (JDPP-SO)

HQDA (NGB-ARP/NGB-ARO)

COMMANDER

650TH MILITARY INTELLIGENCE GROUP, ATTN: ACSH-MI

EIGHTH US ARMY, ATTN: EAGB

US ARMY CENTRAL PERSONNEL SECURITY CLEARANCE FACILITY,

     ATTN: PCCF-ZA

US ARMY CORPS OF ENGINEERS, ATTN: CEPM 

US ARMY CRIMINAL INVESTIGATION COMMAND, ATTN: CICG-SC

US ARMY EUROPE, ATTN: AEAGB

US ARMY FORCES COMMAND, ATTN: AFIN

US ARMY INTELLIGENCE AND SECURITY COMMAND, ATTN: G2

US ARMY MATERIEL COMMAND, ATTN: AMCMI

US ARMY MEDICAL COMMAND, ATTN: MCHO-OP

US ARMY MILITARY DISTRICT OF WASHINGTON, ATTN: ANOP-I

US ARMY MILITARY TRAFFIC MANAGEMENT COMMAND, ATTN: MTOP-OP

US ARMY PACIFIC, ATTN: APIN

US ARMY SOUTH, ATTN: SOIN

US ARMY SPACE AND MISSLE DEFENSE COMMAND, ATTN: SMDC-IN

US ARMY SPECIAL OPERATIONS COMMAND, ATTN: AOIN

US ARMY TRAINING AND DOCTRINE COMMAND, ATTN: ATIN

COMMANDANT, US MILITARY ACADEMY, ATTN: MAAS-S

CF:

COMMANDER

TOTAL ARMY PERSONNEL COMMAND, ATTN: TAPC-EPT/TAPC-ALC

US ARMY OPERATIONAL TEST AND EVALUATION COMMAND, 

     ATTN: CSTE-OP-TC

US ARMY RECRUITING COMMAND, ATTN: SECURITY

US ARMY RESERVE PERSONNEL CENTER, ATTN: ARPC-ZS

US MILITARY ENTRANCE PROCESSING COMMAND, ATTN: MEPCPA-SE

COMMANDANT, US ARMY WAR COLLEGE, ATTN: AWCSM

PRESIDENT, NATIONAL DEFENSE UNIVERSITY, ATTN: NDU-SS
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