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1.  Purpose.  This chapter provides guidance for performing audit focal point responsibilities that involve two important IR missions:  liaison with external audit organizations and audit follow-up.  This guidance is based upon Army policy and Government Auditing Standards established by the Comptroller General of the United States.  





2.  References:


    


    a.  Federal Managers Financial Integrity Act (FMFIA).





    b.  Office of Management and Budget (OMB) Circular A-50, Audit Follow-up.





    c.  Government Auditing Standards issued by the Comptroller General of the United States.





    d.  United States General Accounting Office (GAO) Publication GAO/OP-9.2.1, How to Get Action on Audit Recommendations.





    e.  Standards for Auditing, Attestation, and Consulting Services issued by the American Institute of Certified Public Accountants (AICPA).





    f.  Statements on Internal Auditing Standards, Institute of Internal Auditors (IIA).





    g.  IIA Statement on Internal Auditing Standards No. 17, Assessment of Performance of External Auditors.





    h.  DOD Manual 7600.7-M, Internal Audit Manual.





    i.  DOD Directive 7650.3, Follow-up on General Accounting Office, DOD Inspector General, Internal Audit, and Internal Review Reports. 


   


    j.  AR 11-2, Management Control.





    k.  AR 11-7, Internal Review and Audit Compliance Program.





    l.  AR 36-2, Audit Reports and Follow-up.





    m.  AR 36-5, Auditing Services in the Department of the Army.





    n.  Memorandum, Office of The Auditor General, 24 Feb 98, Incorporating the Official Army Position in Audit Reports.





3.  The Army IR Philosophy.  To be successful in today’s Army command environment, the IR Program at every level must embrace the following fundamental principles:





�    a.  Be a customer driven, service oriented function.





    b.  Serve as a commander’s prime management control.  Its value is that it can assess the need for and competency of all other controls.





    c.  Be a locally owned and operated activity.  It is there because it adds value at the local command level and fosters the use of best business practices.  Simply stated -- it solves local problems in-house.





    d.  Provide the commander and staff with a full array of services that include:  formal audits (FA), quick response audits (QRA), consulting/advisory services (CA), liaison with external audit agencies, and audit follow-up.





4.  Liaison with External Audit Agencies.





    a.  The IR office serves as the commander’s principal agent, or focal point, for all actions related to audits, surveys, and reviews performed by external audit agencies such as the:  GAO; Department of Defense Assistant Inspector General for Auditing (DODIG); U.S. Army Audit Agency (USAAA); U.S. Air Force Audit Agency (USAFAA); other commands or MACOM IR offices; and commercial audit firms. 





    b.  When performing this service, IR serves as the facilitator between external auditors and command personnel.  This facilitation is important to command personnel.  They rely on their own internal auditors for advice on the methods used and language spoken by external auditors.  Very simply stated, IR  “walks the walk” and “talks the talk“ of external auditors.





    c.  Liaison with external auditors also is important for IR’s audit follow-up mission.  During liaison, IR must ensure the “accuracy” of external audit findings, and the “quality” of their recommendations.   The GAO publication referred to in paragraph 3d defines “Quality” recommendations as those that are:  action-oriented; convincing; well-supported; effective; and, when appropriately implemented, should achieve desired beneficial results.   Following are some additional comments, provided by USAAA, on “Recommendations - the Good, the Bad, and the Ugly.” 


(1)  Good Recommendations. 


             [a]  Are addressed to the command/organization that can take the corrective action and who will realize the potential monetary benefits.


   [b]  Suggest corrective action(s) that are very specific, and can be taken in a reasonable amount of time, i.e., one year or less to implement.


         [c]  Identify potential monetary benefits that the command/organization can easily verify.


    	 (2)  Bad Recommendations. 


         [a]  Are addressed to a command/organization that cannot take the corrective action.


         [b]  Require the command/organization to "emphasize" a procedure or policy.


         [c]  Require "coordination" with another command/organization where the auditors should have coordinated the recommendation with both commands/organizations. 


         [d]  Require obtaining resources that command lost in downsizing; or changing a regulation that requires greater than one year to implement, and where issue of a policy on the matter would suffice; or developing a new computer software program again where it will take more than one year to develop and implement, or costs outweigh benefit.


         [e]  Result in potential monetary benefits that depend on future programming.


         [f]  State the corrective action(s) will be an item of interest to the local IR or included in a DAIG special inspection, without the auditors coordinating with IR or DAIG.


         [g]  Result in a redundant action being taken. 


     	(3)  Ugly Recommendations. 


         [a]  To a command that has to get a non-Army activity to take the corrective action.


�         [b]  To "higher headquarters/VIPs" that will delegate the work to the command/organization that will take the corrective action.


         [c]  Require corrective action that will take years to complete. 


         [d]  Involve use of technology that has not been developed.


         [e]  Involve gathering data for years to verify potential monetary benefits.


         [f]  Result in potential monetary benefits that benefit some other command.


         [g]  Do not address the "root cause" of the problem.


         [h]  Require a study, evaluation, or analysis, but do not identify the minimum criteria that should be considered.


         [i]  Are made even though command already coordinated its position with higher headquarters, the ARSTAF, Army Secretariat, VCSA, DOD, etc.


         [j]  Result in costs outweighing benefits, or in endless studies or new/revised software programs without measurable benefits.


    d.  Above all else, the number of recommendations always should be kept to a minimum.  Quality, not quantity, is the key to issuing a report that is a value-added service to the command/organization.  When drafting recommendations, auditors need to keep in mind that resources are limited.  Recommendations should be easy to implement, and, after being implemented, fix the problem.  Accurate findings, and “quality” and “good” recommendations are key to command personnel taking corrective actions and IR follow-up efforts.





    e.  Liaison services consist of the following:





        [1]  Obtaining audit objectives, operating plans, time schedules, locations to be visited, security clearances, and support requirements prior to the beginning of the audit.





�        [2]  Ensuring external audit information is passed promptly to the commander and to those senior managers whose operations may be audited.





        [3]  Coordinating, and attending as appropriate, mutually agreed-upon dates, times, and locations for entrance and exit conferences, and in-process reviews (IPRs).





        [4]  Ensuring proper command and external audit personnel with the authority to make decisions attend appropriate conferences, IPRs, and meetings.





        [5]  Publishing conference, IPR, and meeting minutes to appropriate personnel in a timely manner. 





        [6]  Determining points of contact (POCs) within the various activities and functional areas.





        [7]  Educating POCs and command personnel on IR’s role and their responsibilities if contacted directly by external auditors.





        [8]  Ensuring required administrative support is provided to the external audit representatives.





        [9]  Providing advice to the command group and operating managers on the release of information to external auditors.





        [10]  Keeping the installation or activity commander fully informed on the status of on-going audits through the use of electronic mail, homepages, staff conferences, audit plan updates, etc.  A liaison tracking system is at Appendix A.  Its use is optional for local IR offices.  MACOM IR offices are required to have a tracking system that contains, as a minimum, the elements in the tracking system at Appendix A.





        [11]  Mediating negotiations between command/management and the external auditors relative to audit results, estimated monetary benefits, and problems that arise during the audit.


�


        [12]  Informing commander/senior managers of other external audit results.





        [13]  Ensuring command replies to audit products are reviewed for accuracy, adequacy, responsiveness, and have been properly coordinated with responsible command elements and meet suspense dates.  The IR will assist responsible command elements in preparing command replies.





        [14]  Maintain a separate file of all incoming and outgoing correspondence related to each external audit.  Each file should contain:  announcement letter; list of attendees at and minutes of entrance and exit conferences, and IPRs; locations visited; draft and/or final audit results; and command replies to draft and/or final audit results.





Appendix B is a matrix that provides regulatory references for  some of these liaison functions.  The matrix is designed to be used as a quick reference to assist IR and command personnel in dealing specifically with GAO, DODIG, and USAAA.  





Appendix C contains some helpful hints for IR to provide to command personnel when responding to external audit products.  (NOTE:  IR personnel also may want to use these hints for replies to their own audit products.)  





Appendix D contains the USAAA document “Incorporating the Official Army Position (IOAP) and a matrix cross-walking both USAAA and command responsibilities during the different stages of an USAAA audit (reference 3j).





5.  Another Important “Liaison” Function.  Commanders are responsible for the continuous improvement of their operations.  There are many programs and processes in the Army available for commanders to use in fulfilling this responsibility.  The Army’s Performance Improvement Criteria (APIC) and the Army’s Management Control Process (MCP) are just two examples.  





    a.  IR offices also should assist their commanders with this responsibility.  They can achieve this by:  identifying problems reported at other commands and installations; making their commanders and senior mangers aware of these problems so they can determine if similar problems exist within their organization and take corrective actions as required.  





    b.  Sources available to identify these problems include:  monthly summaries of GAO reports; semiannual summaries of USAAA reports; weekly reports of external audit activity within Department of the Army, published by USAAA; and semiannual synopses of Army IR engagements published by ASA(FM&C).








6.  Follow-up -- General.  Reducing costs and improving the effectiveness of operations are important goals of both managers and auditors.  Managers are responsible for resolving and implementing audit recommendations promptly and effectively.  Auditors are responsible for following up to see that action is taken and that intended results are realized.  Therefore, follow-up is an integral part of good management and is a responsibility shared by managers and audit personnel.





    a.  Management’s responsibility stems from the Accounting and Auditing Act of 1950, which set requirements for effective internal controls.  The Federal Managers’ Financial Integrity Act of 1982 (FMFIA) renewed the focus on the need to strengthen internal controls.  Managers are to incorporate basic management controls in the strategies, plans, guidance, and procedures that govern their programs and operations.  These controls should be consistent with GAO’s 12 standards for “Internal Controls in the Federal Government” which define the minimum level of quality acceptable for management control systems.  One of the 12 GAO Standards is “Prompt Resolution of Audit Recommendations.”  It states:





“Managers are to (1) promptly evaluate findings and recommendations reported by auditors, (2) determine proper actions in response to audit findings and recommendations, and (3) complete within established time-frames all actions that correct or otherwise resolve matters brought to management’s attention...





�...Auditors are responsible for following up on audit findings and recommendations to ascertain that implementation of corrective actions has been achieved.”





Army managers are required to understand and comply with these standards, and to certify their compliance with this requirement in annual assurance statements.  The Army’s implementation of the FMFIA is its Management Control Process (MCP) as prescribed by AR 11-2.  


   


    b.  GAO’s Government Auditing Standards (the Yellow Book) establishes follow-up as an integral part of the field work standard of “Planning” for both types of government audits, i.e., financial and performance audits.  In addition to the Yellow Book, the IIA’s Standards for the Professional Practice of Internal Auditing discuss the follow-up responsibility of internal auditors.





       (1)  These Standards state:  “Internal auditing is an independent appraisal function established within an organization to examine and evaluate its activities as a service to the organization.”  Implicit in this statement is the responsibility to identify and report on both actual and potential risk to the organization.  An audit finding, accepted as valid by management, is an obvious risk, and remains a risk until it has been fully corrected.  Failure to monitor that risk until it is corrected, or until senior management has stated it will assume the risk, must be regarded as the abandonment of an audit responsibility.





       (2)  The Standards also hold internal audit as a managerial control that functions by measuring and evaluating the effectiveness of other controls.  It is an extension of top management.  Internal auditors must be concerned with monitoring and following-up on control weaknesses until corrective actions have been taken and determined to be effective.  It would be inconsistent for the internal auditor to be charged with finding and reporting control weaknesses and then not be responsible for following-up until the weakness has been corrected.  This follow-up responsibility is an important service that internal auditors provide to top management.


   


�7.  When Follow-up is Required.  Follow-up is required for every recommendation in formal IR audits; GAO and DODIG audits addressed to the IR’s commander; and USAAA reports subject to the AR 36-2 command reply process.  In addition, follow-up may be required on IR Quick Response Audits (QRAs) and Consulting and Advisory (CA) engagement recommendations/suggested actions.  Follow-up also may be required by the IR’s commander on GAO and DODIG reports affecting the command, but not specifically  addressed to it, and USAAA reports not subject to the AR 36-2 command reply process.  The Chief, IR is responsible to advise the commander on these matters.





8.  When Follow-up Should be Done.  Follow-up should be started after recommendations are reported as “completed” for Semiannual Follow-up Status Report (DD-IG(SA) 1574) purposes, i.e., only after command/management has furnished explicit written confirmation that all agreed upon corrective actions have been completed.  As a general rule, follow-up should be finished no later than 12 months after recommendations are reported as completed.  However, if the corrective actions are of a repetitive, recurring nature, then command/management should be given time to repeat the corrective action before starting the follow-up.  Unless otherwise directed by the customer, these same guidelines apply to follow-up requested or directed on QRA and CA suggested actions.





9.  How to do Follow-up.  There are two types of follow-up - formal and informal.





    a.  Formal follow-up involves ensuring not only that the corrective action was taken but also determining whether it was  effective in correcting the reported problem(s).  Formal follow-up is usually done on-site.  Formal follow-up is required for “significant” recommendations.  Significance is a judgment decision of the IR chief.  In making this call, the IR chief should consider the following criteria from ARs 36-2 and 11-2:





monetary benefits associated with the recommendation


effect on readiness or mission/program accomplishment


requirement for major policy changes


position and degree of responsibility held by persons involved or the number of persons involved


disclosure of any serious incident including possibility of abuse or illegal acts


sensitivity of the subject either politically or based upon media interest


�effect on safety, health, security, or morale


systemic weaknesses that might result in recurring problems


minor deficiencies that become significant in the aggregate


repeat findings not previously corrected


actual or potential loss of resources


sensitivity of the resources involved


magnitude of funds, property or other resources involved


actual or potential frequency of loss


adverse publicity -- current or probable


unreliable information causing unsound management decisions


diminished credibility or reputation of management


impaired fulfillment of essential mission


violation of statutory or regulatory requirements


information security risks


deprivation of needed service





    b.  Informal follow-up involves only verifying that the corrective action was actually taken.  Informal follow-up is performed on less significant recommendations, i.e., recommendations that, in the judgment of the IR chief, do not meet the significance criteria discussed in the preceding paragraph.  Informal follow-up can be done by phone calls, email, formal correspondence, or obtaining hard copies of SOPs, new/revised regulations, guidance, etc..





	c.  Follow-up can also be part of subsequent IR engagements when no previous follow-up had been done; as a separate audit to determine whether the reported problem(s) had in fact been corrected; or during the next audit (e.g., annual cash counts).





	d.  Follow-up can be done on all recommendations in a report or piecemeal on certain recommendations in the report.  The IR chief should make this decision based upon the particular audit, number of recommendations, significance of each recommendation, time frames for completion of corrective actions, other priorities, etc..





10.  How to Document Follow-up.  Formal follow-ups and follow-ups performed during subsequent engagements are required to be documented just as formal audits are documented under the Yellow Book standards, except no survey is needed and limited planning is required.  Informal follow-ups should be documented by a memorandum explaining what was accomplished; copies of SOPs, regulations, or memorandums issued; or MFRs of discussions with personnel taking the corrective actions.





11.  Reporting Follow-up Efforts.  A follow-up report should be written after follow-up has been performed for all of the recommendations in the original report. The follow-up report must address each recommendation in the original report.  Here are the elements that must be included in the follow-up report.





     Executive Summary.  A paragraph identifying the original report; total number of recommendations in the original report; number still considered open and closed, based upon follow-up efforts; estimated versus actual/realized monetary benefits; new recommendations resulting from follow-up efforts; reopened recommendations; and management comments to the follow-up and new follow-up recommendations.   This paragraph also may include the purpose and objective of the follow-up and any additional background information that may be needed.





    Status of Recommendations.  





�Each finding, including title and finding number, should be referenced along with a restatement of the  problem(s) identified in the original audit report.


Identify the recommendation number and restate it without changing its intent.


Restate management comments without changing their intent.


Present the follow-up results by first stating whether the recommendation is either closed, open [original recommendation still applies], or open (new recommendation issued).  


If considered closed, state what action(s) was accomplished, completion date, and evaluation of the effectiveness of the corrective action(s) taken, if appropriate.  


If considered open (either because corrective actions were incomplete or ineffective), describe actions taken, actions pending, or why implemented actions did not correct the problem.  


State whether the original recommendation is still valid or whether a new recommendation is required.  


Finally, state how the follow-up was performed, i.e., formal or informal.


If monetary benefits were identified in the original report, discuss estimated versus actual/realized monetary benefits and reasons for differences.  Actual monetary benefits simply may be a validation of the original estimate.


If a new recommendation is required, state it here.


Obtain and report management comments to the new recommendation.


			


    Scope and Methodology.  This paragraph should relate what was done, how and when it was done as well as what was not done.  Scope should identify activities/organizations visited, types of transactions reviewed, and the time period of the transactions reviewed.  Limitations in scope should be discussed.  This paragraph should contain the statement regarding the follow-up was performed in accordance with generally accepted government audit standards.  This statement should be modified when applicable standards were not followed, identify those standards, explain why they were not followed, and the known or potential effects on the follow-up results.





12.  Reporting Follow-up Efforts.





	a.  Semiannual Report to Congress (DD-IG(SA)1717), Schedule II.  Final follow-up reports should be counted as engagements completed on Schedule II [IR Production].  Also, report new monetary benefits from the follow-up.  Do not report estimated or actual monetary benefits from the original audit report.  Identify non-monetary benefits for new recommendations in the follow-up report.  Finally, count all auditor days expended on the follow-up regardless of when, i.e., 6-month period, they were expended. 





    b.  Semiannual Report to Congress (DD-IG(SA)1717), Schedule III.  All time, i.e., auditor days, expended during the 6-month reporting period should be included on Schedule III [Audit Activities] as direct time under functional area 33b, Audit Compliance Services – Follow-up.    





    c.  Semiannual Follow-up Status Report (DD-IG(SA)1574).  It is important to note that this report measures corrective actions taken by management on audit recommendations.  It is not a measure of or a reflection of IR follow-up efforts or production.  The status of management actions on USAAA reports and recommendations is reported in Part IV.  Currently, the status of management actions on IR reports is reported in Part V.  Each MACOM IR has the option of requiring the reporting of the status of management action on recommendations in these IR reports, also in Part V.  Likewise, MACOM IRs will decide whether Parts VI and VII, the schedules supporting Part V, will be required for IR reports and recommendations, again like they currently are for USAAA reports and recommendations. 





13.  Follow-up Tracking System.  IR offices are required to track implementation of corrective actions on agreed-to findings and recommendations until fully completed and to be able to report the status of implementation, to include monetary benefits, to higher headquarters, i.e., the 1574 Report, and to their commanders (reference paragraph 16).  Appendix E is the format for follow-up tracking systems for Army IR offices.  It contains the minimum elements that must be tracked for every external and internal audit recommendation requiring follow-up.   





14.  Keeping the Commander Informed.  IRs should keep their Commander, Deputy Commander, Chief of Staff, U.S. Property and Fiscal Officer, Adjutant General, Command Executive Officer, etc. informed on the status of corrective actions to implement audit recommendations.  The following table provides guidance on what should be briefed, is required to be briefed (*); and when, or how often, it should be briefed.











		WHAT						WHEN/HOW OFTEN





 	Final Follow-up Reports		 	Approval by “command group”


             should comply with MACOM guidance or local IR policy/procedures.


 


 	Status of Open Recommendations*		As a minimum every 6 months


Approaching 18 months			e.g., April and October [after


By Age					completion of 1574 Reports] 


By Significance





 	Reopened Recommendations*		As required/occurs





 	More than 2 IR follow-ups*			As required/occurs


�


These briefings can occur many ways.  Here are some suggestions:  face-to-face; email; hard copy documents; during staff meetings; as part of review and analyses briefings,  annual IR Plan updates, or annual performance plans; through significant activities reports; or home pages/web sites.  Face-to-face is the preferred method.  However these briefings occur, good staff work and coordination with appropriate managers – IR’s customers - are a must.





15.  Number of Follow-ups.





    a.  All recommendations must be monitored/followed-up until: [1] corrective actions have been completed, and, if significant, determined to be effective; [2] no longer feasible; [3] impossible to complete; or [4] command/management accepts the risk of not correcting the identified problem [paragraph 8b(2)].





    b.  When a recommendation is determined to be no longer feasible or impossible to complete, IR and the appropriate functional manager(s) should assess the impact of noncompliance.  If negligible, the assessment should be properly documented and the recommendation should be closed.  If the impact is substantial, alternative corrective actions should be sought and higher headquarters notified of the situation, if appropriate.





    c.  After the second follow-up, however, the command group should be advised and should direct/task the responsible manager to take immediate corrective action(s), normally within 30 days, on all recommendations not closed and to inform the IR when it has been completed.  After such notification, IR then will do a third and LAST follow-up.  If this follow-up does not close the recommendations, the IR should assume that management has assumed the risk of not correcting the identified problem [paragraph 8b(2)] and inform their command group and next higher headquarters, in writing, of such.  This communication with higher headquarters may take the form of a management control weakness submitted in accordance with AR 11-2.





16.  Other Follow-up Issues.





    a.  Audit reports form the basis for managers reporting some management control weaknesses.  Closure of reported management control weaknesses, based upon an audit, should be a coordinated effort between the IR, and such managers and their management control administrators.





    b.  Officers, Senior Executive Service, and other appropriate managers with significant responsibility for audit resolution and implementation of agreed upon corrective actions will have those responsibilities reflected on appropriate evaluation report support forms.  Specific guidance can be found in AR 36-2.  IRs should make this requirement an “item of interest” when performing follow-up.  


�
APPENDIX C -- HELPFUL HINTS FOR REPLYING


TO EXTERNAL AUDIT PRODUCTS








Dealing with external auditors and replying to their audit findings, recommendations, and reports require your serious attention.  In view of congressional mandates and intensive oversight of the reply process by higher headquarters, it is extremely important that your replies to audit findings, recommendations and reports be fully responsive.  Unresponsive replies cause complications and, in some instances, adverse consequences.  Therefore, the following tips are designed to assist you in your dealings with external auditors and preparing your response to audit findings, recommendations, and reports.





1.  Use audit reports to evaluate and improve the effectiveness and efficiency of your operations.





2.  Ask/call IR when a problem arises.  IR can provide assistance or guidance based on regulations and past experience.





3.  Initiate prompt, responsive, and effective corrective actions on agreed-to audit findings and recommendations.





4.  Safeguard draft or tentative findings and reports that external audit agencies submit for review and comments, and that are subject to revision to prevent any premature or unauthorized release, disclosure or use. 





5.  Meet suspense dates established for responding to external audit products.  This will ensure command comments are included in published final audit results.  Suspense dates are set to give you as much time as possible to prepare a reply, yet still allow administrative processing time.  Start working the action when you receive it.  If you need more time, call IR before the due date.  It is their job to negotiate an extension with the external auditors.





    a.  Generally, replies to USAAA draft/tentative findings and recommendations are due within 20 workdays; replies on draft reports within 10 workdays of the exit conference; and replies to final reports are due to HQDA within 60 calendar days of report dates.





    b.  Under USAAA’s new IOAP, your and the USAAA auditors should be jointly drafting recommendations to tentative findings during discussion meetings.  These meetings may take the form of e-mail or video teleconferences to ensure timeliness and assist in the logistics of getting the key players together.  You should be working with the USAAA auditors to formalize command replies as they are developing their tentative findings.  This working relationship should result in command replies being included in draft reports issued prior the exit conferences.  





6.  Include responsibility for audit resolution and implementation of agreed-to corrective actions in appropriate Officer and Senior System Civilian Evaluation Report Support Forms.





7.  Make the highest level of management aware of and give special attention to significant, sensitive, or potentially adverse findings and recommendations.  





8.  Make every effort to corporate fully with the auditors.





9.  Ensure audit findings are correct.  Review the data presented for accuracy of facts, logic of conclusions, proper perspective and reasonableness of recommendations.





10.  Do not play games.  Do not concur when you do not intend to comply.  Do not agree just to get rid of the auditors.  The problem will not go away.  When you agree to an audit recommendation, you commit your command to taking corrective action(s).  Remember every recommendation requires follow-up which will performed normally by your IR but may be performed by the external audit agency that made the recommendation.





11.  Emphatically state your current position.  Specifically, state whether you concur, partly concur, or nonconcur with each recommendation and any estimated potential monetary benefits.  Prepare your response in accordance with the format attached.


If you:





-- Concur:  Identify the activity or office responsible for corrective actions.  State the specific corrective actions taken or planned.  Provide actual completion dates when actions have been completed, or target milestone dates for proposed actions.  You must justify any actions that will take more than 12 months to complete.  Provide target dates for major segments of plans that will take more than 12 months to complete.





-- Partly Concur:  Specify portion(s) of the audit recommendation that you agree and disagree with.  Where you agree, provide the information required for a "concur" response (above).  Provide narrative and documentation to fully support any disagreement.





    --  Nonconcur:  Provide narrative and documentation to fully support your position.  You may propose alternate corrective measures, if you believe there is a better way to fix a reported problem.





12.  If replying to a final report that contains your command’s comments and if you consider them to be accurate and still valid, your response should merely state such.  However, you must provide an updated position and supporting documentation if you disagree with the command position presented in a final audit report.  Also, you must provide actual completion dates or realistic target dates for completing corrective actions, if they have changed or were not shown in the report.





13.  State corrective action clearly.  Be specific -- ”one-liners" seldom do the job.  Do not provide a reply, which at face value seems to correct the deficiency, but in fact can be interpreted differently.  The statement of corrective action should stand-alone and clearly show how action will eliminate the cause of the condition.  Good replies minimize future complications.





14.  Pose alternate proposals.  You may determine that you can concur with the intent of an audit recommendation or the problems found but not with the recommended corrective action(s).  If such is the case -- so state - do not arbitrarily nonconcur.  You have the option to pose alternate methods for accomplishing desired results.





15.  Justify nonconcurrences.  If you determine that you genuinely cannot concur, fully justify the nonconcurrence.





16.  New directives and studies.  If you have issued a new directive or prepared a study to correct a noted deficiency, refer to them in the narrative of your reply and submit them to IR.  IR can use the documentation as follow-up to close out the audit recommendation.





17.  Establish target dates and set milestones for all corrective actions that are incomplete at the time of the reply.





18.  Take corrective action now.  Take action upon receipt of the draft/tentative finding and recommendation.  Never wait until the final report is issued.





19.  Coordinate your reply.  Do not reply by "passing the buck" to another staff section.  Also, if action by another staff section is needed to comply, be sure that the other staff will support your planned corrective action.





Prepare for IR’s follow-up.  IR is required to follow-up  after the official report is issued -- so plan for it.  Establish an audit trail.  Be able to show the auditor "hard copy" evidence of actions taken, how the action has corrected the deficiency, and how the corrective action will remain permanently in effect.





�
SUGGESTED FORMAT FOR COMMAND REPLIES


TO EXTERNAL AUDIT PRODUCTS








FINDING [X]  (Identify finding designator (alpha or numeric Character) and finding title.)





SUMMARY      (Use the complete summary paragraph or section as a


              brief statement of the finding and noted problems.)





ADDITIONAL FACTS  (Include any comments on the accuracy of facts,


logic of conclusions, etc., that do not apply to a specific audit


recommendation, or monetary benefits.  Comments related to a


specific audit recommendation and monetary benefits will be shown


beneath the recommendation (below).  Include any pertinent


information that was not included in the finding or is necessary


to respond to the audit agency's evaluation.  If the finding is


identified as a repeat finding, this section must include an


explanation of why the condition continued to exist.)





RECOMMENDATIONS AND COMMAND COMMENTS





Recommendation [#]:  (Restate each recommendation verbatim.)





Command Comments and Action Taken








State specific position (concur, partly concur, or nonconcur).


Specify corrective actions taken or planned.


List the office or activity that will be responsible for corrective actions.


Provide completion or milestone dates for completing required actions.





Potential Monetary Benefits  (Provide a brief statement of any estimated monetary benefits.)





	Command Comments and Action Taken.








State specific position (concur or nonconcur).


Provide alternate calculations and documentation to support any disagreement with estimated potential monetary benefits.





�
APPENDIX B -- MATRIX OF REGULATORY REFERENCES








This matrix provides regulatory references for some liaison functions.  It is designed to be used as a quick reference to assist Internal Review and command personnel in dealing specifically with GAO, DODIG, and USAAA.  All references for GAO and DODIG are paragraphs in AR 36-2.  The “IOAP” reference for USAAA is at Appendix D. 














�



GAO �



DODIG �



USAAA �
�
Statutory


Authority�



4-1�



3-1�



AR 36-5�
�
Notification�
      Same�
     Same   �
     IOAP�
�
Entrance Conference�
      Same�
     Same�
     IOAP�
�
IPRs      �
      Same�
     Same�
     IOAP�
�
Draft Results�
4-3 and 4-13 �
      3-8�
     IOAP�
�
Exit Conference�
4-10, 4-11, and 4-12�
      3-9�
     IOAP�
�
Final Results�
4-13 and 4-14�
      3-8�
     IOAP   �
�
Access to Records�
4-4 and 4-5�
      3-6 �
     IOAP�
�
Security Clearances�
      4-6�
      3-10     �
     IOAP�
�
�
�
�
�
�
�
�
�
�
�
�
�
�
�
�
�
�
�
�
�
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