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The following network protocols must be setup as shown in this document in order to connect with TASSNet and TASS-EXCHANGE mail server.  To setup the network protocols, RIGHT CLICK on the “Network Neighborhood” icon found on the desktop or main screen.  A drop-down box will appear.  Select “Properties”.  This will take you to the Network Control Panel (Figure 2)
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(Figure 1)





(Figure 2)

At the Network Control panel, select “Client for Microsoft Network”, then click “Properties”.  This will take you to another window (Figure 3).  Ensure yours in just like the example with the appropriate boxes checked and TASSNET listed in the “Windows NT domain” box.
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(Figure 3)
After you have verified the information in Figure 3, click “OK”.  You will be brought back to the Network Control Panel.  This time, select “TCP/IP ->Dial-Up Adapter” (Figure 4) and then click “Properties”.
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(Figure 4)
Under the TCP/IP protocol, there are 6 tabs that must be checked.  All tabs, with the exception of “Domain” tab will be identical.  First, select the “IP Address” tab.  Ensure “Obtain an IP address” is checked (Figure 5).  Next, click on the tab named “WINS Configuration” (Figure 6).
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(Figure 5)
Make sure the IPs listed are the same as in Figure 6.  Next select the tab “Gateway”
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(Figure 6)

On the “Gateway” tab, make sure the two IP addresses are listed as shown in Figure 7.
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(Figure 7)

Next select the tab labeled “DNS Configuration”.  This is the only tab where a change is required for each computer. (Figure 8)

Make sure “Enable DNS” is checked.  In the “Host” box, put in your UserID (ie., beechg  all in lower case).  The “Domain” box should have “monroe.army.mil” in it.  In the DSN Server Search Order, ensure the IPs are as listed below.  Finally, make sure “army.mil” (in lower case) is in the Domain Suffix Search Order.
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(Figure 8)
Next select the “Advanced” tab (Figure 9).  Make sure the box next to “Set this protocol to be the default protocol” is checked.
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(Figure 9)
Next select the “Bindings” tab (Figure 10).

Under the “Bindings” tab, the only item that should be checked is “Clients for Microsoft Networks”.  After you have finished, click the “OK” button.  This will bring you back to the Network Control Panel (Figure 4).
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(Figure 10)
At the Network Control panel, click on the “Identification” tab.  Under “Computer Name” (Figure 11), replace UserID with your UserID.  In the “Workgroup”, type in RCEC, and in the computer description, the type of computer.  Next, select the “Access Control” tab (Figure 12)
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(Figure 4)





(Figure 11)

At the “Access Control” tab, make sure “User-level access control” is checked and TASSNET is listed in the “Obtain list of users and groups from” box (Figure 12)
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(Figure 12)
After you have completed this, click the “OK” button.  Additional files will be loaded, then the computer will want to Re-Boot.  Allow the system to re-start.  Then your network protocols are correct and ready for use.

The TRADOC Coordinating Element ISO prepared this installation guide.  Any comments or recommendations should be addressed to SGM Beech, DSN 680-5513 or e-mail beechg@tass.monroe.army.mil.
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